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AN ACT relating to criminal surveillance.

Be it enacted by the General Assembly of the Commonwealth of Kentucky:

SECTION 1.   A NEW SECTION OF KRS CHAPTER 431 IS CREATED TO READ AS FOLLOWS:

In Sections 1 to 9 of this Act:

(1)
"Aggrieved person" means any person who was a party to an intercepted wire, oral, or electronic communication or against whom an interception was directed;

(2)
"Electronic communication" means any transfer of signs, signals, writing, images, sounds, data, or intelligence of any nature transmitted by a wire, radio, electromagnetic, photoelectronic, or photo-optical system;

(3)
"Intercept" means the aural or other acquisition of the contents of any wire, oral, or electronic communication through the use of any electronic, mechanical, or other device, with or without the knowledge or consent of any of the parties to the communication;

(4)
"Oral communication" means oral speech used to communicate from one party to another by any means; and

(5)
"Wire communication" means any aural transfer made with the aid of wire, cable, or other like connection between the point of origin and the point of reception.

SECTION 2.   A NEW SECTION OF KRS CHAPTER 431 IS CREATED TO READ AS FOLLOWS:

(1)
The Attorney General or any Commonwealth's attorney may apply to any Circuit Court of competent jurisdiction for authorization to intercept wire, oral, or electronic communications, if the interception may provide evidence relating to the commission of any of the following offenses:

(a)
Murder, in violation of KRS 507.020;

(b)
Kidnapping, in violation of KRS 509.040;

(c)
Engaging in organized crime, in violation of KRS 506.120;

(d)
Trafficking in a controlled substance, in violation of KRS Chapter 218A;

(e)
Using or investing drug-related income, in violation of KRS 218A.1405; or

(f)
Conspiracy to commit any of the offenses listed in this subsection.

(2)
Applications under this section shall be made in writing, upon oath or affirmation, and shall include:

(a)
The identity of the person making the application and the identity of the person or law enforcement agency, if any, requesting the application;

(b)
A statement of the applicant's authority to make the application;

(c)
A full and complete statement of the facts and circumstances which the applicant believes justify the interception, including:

1.
Details of the particular offense involved;

2.
A particular description of the type of communications sought to be intercepted;

3.
A particular description of the nature and location of the facilities from which the communication is to be intercepted, or a full and complete statement as to why a particular description is not practical;

4.
A showing of probable cause to believe that the communication sought will occur on the facilities identified; and

5.
The identity of the person, if known, committing the offense and whose communications are to be intercepted;

(d)
A full and complete statement of whether other investigative procedures have been tried and failed, or why they would be too dangerous or unlikely to succeed;

(e)
The period of time for which the interception is required to be maintained and particular facts to justify the time requested;

(f)
A full and complete statement of the facts concerning all known previous applications involving the same persons, facilities, or places, made to any court, and the actions taken by the court on the previous applications;

(g)
If the application is for an extension of a previously granted authorization, a statement of the results obtained thus far from the interception, or a reasonable explanation of the failure to obtain results; and

(h)
Any other information, testimony, or documentary evidence that the court requests.

SECTION 3.   A NEW SECTION OF KRS CHAPTER 431 IS CREATED TO READ AS FOLLOWS:

(1)
Upon considering an application submitted under Section 2 of this Act, any Circuit Court of competent jurisdiction may issue an order, as requested or modified, authorizing the interception of wire, oral, or electronic communications, but only if the court determines that:

(a)
There is probable cause to believe that someone is committing, has committed, or is about to commit an offense specified in Section 2 of this Act;

(b)
There is probable cause to believe that the facilities from which the communications are to be intercepted are being used, or are about to be used, in connection with the offense, or that they are leased to, listed in the name of, or commonly used by the person suspected of being involved in the commission of the offense;

(c)
There is probable cause to believe that the interception will obtain particular communications concerning the offense; and

(d)
Other investigative procedures have been tried and have failed or reasonably appear to be unlikely to succeed or to be too dangerous to attempt.

(2)
Orders issued under this section shall specify:

(a)
The identity of the person, if known, whose communications are to be intercepted;

(b)
The nature and location of the communication facilities subject to the interception;

(c)
A particular description of the type of communication sought to be intercepted, and a statement of the particular offense to which it relates;

(d)
The identity of the person who made the application, and the identity of the law enforcement agency that is to conduct the interception;

(e)
The period of time for which the interception is authorized; and

(f)
A statement that the interception shall be executed as soon as practicable and shall be conducted in such a way as to minimize the interception of communications not subject to the order.

(3)
Orders issued under this section may require the Attorney General or Commonwealth's attorney who applied for the order to report to the court, at intervals the court may require, on the progress of and continued need for the interception.

(4)
The court shall authorize interception only for that period of time necessary to achieve the objective of the authorization, but in no event shall a single authorization exceed thirty (30) days. The thirty (30) day period shall begin either on the day the interception is implemented or ten (10) days after the order is entered, whichever is earlier. The court may specify that the authorization is automatically to terminate once the desired communication has been obtained. Extensions of an order may be granted, even if the extension extends the total period of interception past thirty (30) days. Extensions shall be treated in all respects as new applications under Sections 1 to 9 of this Act.

(5)
With respect to a vehicle, watercraft, or aircraft that is within the court's jurisdiction at the time the order is issued, the order may provide that the interception may continue anywhere within the state if the vehicle, watercraft, or aircraft leaves the court's jurisdiction.

(6)
Orders issued under this section shall, at the request of the applicant, direct that a communications common carrier, landlord, owner, building operator, custodian, or other person furnish the law enforcement agency conducting the interception with all information, facilities, access, and technical assistance necessary to accomplish the interception. The obligation of a communications common carrier under the order may include conducting an in-progress trace. The law enforcement agency that conducts the interception shall compensate any person furnishing assistance under this section at prevailing rates. No person furnishing assistance or requested to furnish assistance under this section shall disclose the existence of the interception order unless compelled to do so by legal process and only after notifying the Attorney General or Commonwealth's attorney who applied for the order.

(7)
Orders issued under this section shall, upon request of the applicant, authorize law enforcement personnel to enter places and facilities as often as necessary to install, maintain, or remove interception devices. The law enforcement agency shall notify the court issuing the order of each entry, before entry if possible, but in any case, within forty-eight (48) hours of entry.

SECTION 4.   A NEW SECTION OF KRS CHAPTER 431 IS CREATED TO READ AS FOLLOWS:

(1)
The Attorney General or any Commonwealth's attorney may authorize the interception of wire, oral, or electronic communications without an order from a Circuit Court of competent jurisdiction if the Attorney General or Commonwealth's attorney reasonably determines that:

(a)
There is an immediate danger of death or serious physical injury to any person, and conducting the interception will help to avert that danger;

(b)
There are grounds upon which an order authorizing the interception could be issued under Section 3 of this Act; and

(c)
An order under Section 3 of this Act cannot, with due diligence, be obtained in time to avert the immediate danger of death or serious physical injury.

(2)
The Attorney General or any Commonwealth's attorney who authorizes an interception under this section shall apply for an order authorizing the interception, under Section 2 of this Act, within forty-eight (48) hours from the time the interception begins. If the application is denied, all records, recordings, transcripts, and other evidence of the interception shall immediately be delivered to and sealed by the court and shall not be used or disclosed by the Commonwealth in any legal or investigative action.

(3)
An interception under this section shall immediately terminate when the communication sought is obtained or when the application is denied, whichever is earlier.

SECTION 5.   A NEW SECTION OF KRS CHAPTER 431 IS CREATED TO READ AS FOLLOWS:

(1)
Any state, county, city, or metropolitan police department of the Commonwealth may conduct interceptions authorized under Sections 1 to 9 of this Act. Only individuals who are certified by an accredited electronic surveillance school may conduct interceptions.

(2)
Law enforcement officers conducting interceptions shall, if practicable, keep written, signed records of the interception, including:

(a)
The date and hours of surveillance;

(b)
The time and duration of each intercepted communication;

(c)
The parties, if known, to each intercepted communication; and

(d)
A summary of the contents of each intercepted communication.

(3)
Law enforcement officers shall, if possible, record intercepted communications on tape or other comparable device. The recording shall, if practicable, be done in a way that will protect it from editing or other alterations. Law enforcement agencies may make copies of the recorded, intercepted communications for use in the proper exercise of investigative and law enforcement duties.
(4)
Law enforcement agencies shall maintain copies and a proper accounting of all interception applications, orders, records, and duplicate recordings for ten (10) years. The applications, orders, records, and duplicate recordings may be destroyed prior to the end of that period only upon order of a court of competent jurisdiction.

SECTION 6.   A NEW SECTION OF KRS CHAPTER 431 IS CREATED TO READ AS FOLLOWS:

(1)
Immediately upon expiration of an order or extension authorizing an interception, the original recordings of the intercepted communications shall be given to the court that issued the order and sealed under the court's direction. Custody of the recordings shall be wherever the court directs. The recordings shall be kept for ten (10) years and may thereafter be destroyed only upon order of a court of competent jurisdiction.

(2)
Applications made and orders issued under Sections 1 to 9 of this Act shall be sealed by the court and held in custody as the court directs. The applications and orders shall be kept for ten (10) years and may thereafter be destroyed only upon order of a court of competent jurisdiction. They shall be disclosed only upon order of a court of competent jurisdiction on a showing of good cause.

SECTION 7.   A NEW SECTION OF KRS CHAPTER 431 IS CREATED TO READ AS FOLLOWS:

(1)
An intercepted communication may not be received in evidence or otherwise disclosed in a trial, hearing, deposition, or other official proceeding, including proceedings before legislative, judicial, or administrative bodies, unless each party, at least ten (10) days before the proceeding, has been furnished with a copy of the application and court order under which the interception was authorized. The ten (10) day period may be waived by the presiding official if the presiding official finds that it was not possible to furnish the party with the information in time and that the party will not be prejudiced by the delay in receiving the information.

(2)
The presence of the seal provided for in subsection (1) of Section 6 of this Act, or a satisfactory explanation for its absence, shall be a prerequisite for the introduction of any recorded, intercepted communication into evidence.

(3)
An aggrieved person in any trial, hearing, or other official proceeding may move to suppress an intercepted communication, or evidence derived from an intercepted communication, on the grounds that:

(a)
The communication was unlawfully intercepted;

(b)
The order authorizing the interception was insufficient on its face; or

(c)
The interception did not conform with the authorizing order.

(4)
Motions to suppress under this section shall be made before the trial, hearing, or proceeding involved, unless the aggrieved person did not have an opportunity to make the motion or was unaware of the grounds for the motion. Motions by co-indictees shall, on motion of the Commonwealth, be heard in a single, consolidated hearing.

(5)
When a motion under this section is filed, a court of competent jurisdiction may make available to an aggrieved person for inspection such portions of the intercepted communications or evidence derived therefrom as the court determines to be in the interests of justice.

(6)
In addition to any other right to appeal, the Commonwealth shall have the right to appeal from an order granting a motion to suppress made under this section if the Attorney General or Commonwealth's attorney certifies that the appeal is not taken for the purpose of delay.

SECTION 8.   A NEW SECTION OF KRS CHAPTER 431 IS CREATED TO READ AS FOLLOWS:

(1)
Within a reasonable time, but not later than ninety (90) days after the termination of an order or extensions of an order issued under Section 3 of this Act, or the filing of an application under Section 2 of this Act which is denied, the issuing or denying court shall cause an inventory to be served on any person:

(a)
Named in the order or application;

(b)
Arrested, indicted, or otherwise charged as a result of having their communications intercepted; or

(c)
Whose communications were intercepted and who the court determines in the interest of justice should be informed.

(2)
An inventory served under this section shall include:

(a)
Notice that the order or the denied application exists;

(b)
The date the order was entered or the application denied;

(c)
The period of authorized interception or the period requested in the denied application; and

(d)
A statement of whether a wire, oral, or electronic communication was intercepted.

(3)
Upon the filing of a motion, any Circuit Court of competent jurisdiction may in its discretion make available to persons served with an inventory portions of the intercepted communications, applications, or orders as the court determines to be in the interests of justice.

(4)
On an ex parte showing of good cause to a Circuit Court of competent jurisdiction, the serving of an inventory required by this section may be postponed for up to twelve (12) months.

SECTION 9.   A NEW SECTION OF KRS CHAPTER 431 IS CREATED TO READ AS FOLLOWS:

(1)
Within thirty (30) days after the expiration of an order and each extension thereof authorizing an interception, or within thirty (30) days after the denial of an application, the Attorney General or Commonwealth's attorney who applied for the order or extension shall report to the Kentucky State Police the following:

(a)
That the Attorney General or Commonwealth's attorney applied for an order or extension;

(b)
The identity of the person and agency, if any, that requested the Attorney General or Commonwealth's attorney to make the application;

(c)
Whether the order or extension was granted as applied for, modified, or denied;

(d)
The period of interception authorized by the order or extension;

(e)
The offense enumerated in Section 2 of this Act that was specified in the order, extension, or application; and

(f)
The nature and location of the facilities where the interception occurred.

(2)
In January of each year, the Attorney General and the Commonwealth's attorney in each county in which an interception occurred during the previous calendar year shall report to the Kentucky State Police the following:

(a)
A general description of interception activities during the previous calendar year, including:

1.
The number of interceptions authorized and the offenses to which they related;

2.
The approximate frequency and nature of incriminating communications intercepted;

3.
The approximate frequency of other communications intercepted; and

4.
The approximate number of persons whose communications were intercepted;

(b)
The number of arrests resulting from authorized interceptions and the offenses for which the arrests were made;

(c)
The number of trials resulting from the interceptions;

(d)
The number of motions to suppress evidence acquired by interception made, granted, and denied;

(e)
The number of convictions attributable to evidence acquired by interception, the offenses for which the convictions were obtained, and a general assessment of the importance of the convictions; and

(f)
The approximate nature, amount, and cost of the manpower and other resources used to conduct the interceptions.

(3)
On or before March 1 of each year, the Kentucky State Police shall submit to the Governor and to the General Assembly a report of all intercepts conducted under Sections 1 to 9 of this Act and terminated during the preceding calendar year. The report shall include:

(a)
The reports of the Attorney General and Commonwealth's attorneys that were forwarded to the Kentucky State Police as required by subsection (2) of this section, and a composite summary of these reports;

(b)
The total number of applications submitted for authority to intercept;

(c)
The total number of orders and extensions granted and denied;

(d)
The number of interceptions:

1.
By county;

2.
By offense;

3.
By law enforcement agency; and

4.
If possible, by the types of interception devices used;

(e)
The total cost of all interception-related activities, including the cost of equipment, manpower, and compensation for facilities or technical assistance provided to law enforcement personnel; and

(f)
 The total number and nature of any convictions attributable to intercepted communications.

Section 10.   KRS 526.070 is amended to read as follows:

A person is not guilty under this chapter when he:

(1)
Inadvertently overhears the communication through a regularly installed telephone party line or on a telephone extension but does not divulge it; or

(2)
Is an employee of a communications common carrier who, while acting in the course of his employment, intercepts, discloses or uses a communication transmitted through the facilities of his employer for a purpose which is a necessary incident to the rendition of the service or to the protection of the rights or the property of the carrier of such communication, provided however that communications common carriers shall not utilize service observing or random monitoring except for mechanical or service quality control checks; or
(3)
Acts under, in connection with, or merely in technical or good faith violation of the authority granted by Sections 1 to 9 of this Act.
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